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1. [bookmark: _Toc297020166]Overview

[bookmark: _Toc287008305]Next generation backup for virtualization builds on the foundations of backup transformation set up in the next generation backup and recovery call guide.  Deduplication and disk-based backup technology are enabling technologies for this virtualization campaign as they are with the overall next generation backup message.  

What is different about this campaign vs. the next generation backup campaign?  
1. Business challenges and market drivers – There are similarities but virtualization presents new challenges for customers, which magnifies backup challenges.  
2. Target audience – While we still target the backup administrator, next generation backup for virtualization campaign also targets some new sectors of IT, namely the virtualization team.  
3. Objection handling – There are some differences in competition and objections. 

Background 
Why virtualize?  By converting physical servers to virtual machines, customers can better utilize their physical machines and also consolidate the number of physical machines.  It’s fast and easy to set up new virtual machines at a lower cost/management overhead than a physical machine.  This means that customers can scale their computing power faster and at a lower total cost.  

Why is backup in a virtual environment challenging? 
Traditional backup software doesn’t account for uniqueness in the virtualized environment:
· Overtaxed physical server resources.  Traditional backup techniques can create IO/Network contention as well as bandwidth constraints as all virtual machines kick off their backups on the same physical server.  Traditional backup software works well when there are available resources (CPU, disk, memory) from the physical server to complete the backup.  The goal of virtualization is to fully utilize the compute resources of the physical machines shared among several virtual servers – herein lies the challenge. 
· Data growth and duplication.   Just like the physical world, data growth and the rate of duplicate content is a challenge.  . Meeting backup windows because of increased data is a challenge in a virtualized environment, just like in a traditional backup environment.
· Disaster recovery. LAN and WAN links may not be able to keep pace with the volume of data that needs to be transmitted.  This is due in part to how files are stored in a virtual environment.  The virtual machine is encapsulated into a single file that contains the operating system, applications and files.  In traditional backup environments, all of this data is transmitted as a single file for DR purposes. 
· VM Sprawl. VMs might be missed in the backup process if the backup software doesn’t know there are new VMs to protect.  But perhaps more significantly, VM sprawl (rapid increase in the number of virtual machines in an environment) means there’s more to backup!  It therefore magnifies all the problems discussed above – further overtaxing physical resources, adding to data growth and requiring more transfer of data for DR.

What is the campaign/EMC opportunity?
According to IDC, the number of virtual servers shipped has exceeded the number of physical servers shipped. The average number of virtual machines per physical host is expected to double by 2014 (Modernizing Backups to Accelerate the Journey to Virtualization, Dec 2010).  

However, the majority of VMs are currently running in test and development environments based on a survey done by ESG; respondents reported that only 39% of their VMs today are in production. But in the same survey, respondents expect that 58% of their VMs will be production workloads in 24 months (ESG: Backup and Recovery for Enterprise Applications in VMWare Environments, March 2011). In the same survey, more than one-third (38%) of respondents identified improving the backup and recovery of virtual machines as a key area of focus. However, 40% of current server virtualization users indicated that, if given the opportunity to completely re-architect backup from scratch, they would select a different backup solution or vendor (ESG: Backup and Recovery for Enterprise Applications in VMWare Environments, March 2011).

The opportunity of this campaign is to capture customers’ attention as they look at backup redesign for their virtualized environment or help them realize that they’ll need to redesign to be successful in their virtualization journey.  Most analysts agree that server virtualization could be the driver for customers to look at backup redesign, in particular to look at incorporating deduplication into their backup process.  When you look at the trend to move from a test environment to production systems, customers will require a solid backup and recovery process to move mission critical applications to virtual servers.  The chart on the next page shows the adoption curve of virtualization by application categories.  The most critical applications, being the applications that store the most vital data for an organization (supply chain, accounting, customer facing systems, etc) will be the last applications to be virtualized. 
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EMC offers a portfolio of backup products that can address the needs of virtualized environments.  A point of differentiation is that EMC can offer backup and recovery optimized for virtualized environments that can also support backup of physical servers. This allows customers to converge their data protection strategy for their virtualized environment without relying on traditional backup methods (which aren’t built for virtualized environments and increasingly break for traditional backup too). 

· Avamar: This is EMC’s lead product for VMWare environments. Avamar is deduplication backup software and system that provides client-side deduplication, meaning data is deduplicated before the data is sent over the network.  This helps alleviate the I/O, network and bandwidth constraints.  Deduplication happens within and across VMs.  Avamar has tight integration with VMware vStorage API for Data Protection and vCenter, providing significant backup, recovery and management benefits.

· Data Domain: Data Domain deduplication storage systems support a wide variety of workloads, including virtual machines.  Data Domain systems are qualified with all leading backup applications and easily integrate with existing environments.  The systems are a good up-sell in a virtualized environment where Avamar or NetWorker may already be deployed or if a customer is using a third party backup application like Symantec NetBackup or Veeam.  Combining Avamar and Data Domain allows appropriate enterprise application workloads (including VMware image backups) to be backed up with Avamar to Data Domain systems.  This takes advantage of Data Domain systems performance and scale with Avamar efficiency and ease of management.

· NetWorker: The latest version of NetWorker announced in April 2011 included additional enhancements to provide further VMware support.  Depending on the customer’s environment, there may be situations where NetWorker is an appropriate backup application for VMware.  


· Data Protection Advisor: DPA includes capabilities to highlight unprotected VMs and also flag other conditions that might impact performance.  DPA plugs into the VMware management console to provide administrators a view of their virtualized environment from the VMware interface.  DPA is a good up-sell to provide visibility regarding VM sprawl where machines may be undetected and therefore unprotected.  



2. [bookmark: _Toc297020167]EMC Next Generation Backup & Recovery for VIRTUALIZATION Pitch Sheet
[bookmark: _Toc284588806][bookmark: _Toc284589460][bookmark: _Toc285638573][bookmark: _Toc285638688][bookmark: _Toc286913976][bookmark: _Toc287007760][bookmark: _Toc287008306]
[bookmark: _Toc290906915][bookmark: _Toc290909272][bookmark: _Toc290915211][bookmark: _Toc290915266][bookmark: _Toc290989974][bookmark: _Toc297020168]What organizations: This campaign addresses mid-market and large enterprises across industry sectors. 

Who to look for: The next generation backup and recovery message for virtualization is appropriate for the IT department, including CIO, Director of IT, storage and backup administrators. Plus a new target for this campaign is the VMware administrator.  

[bookmark: _Toc290906916][bookmark: _Toc290909273][bookmark: _Toc290915212][bookmark: _Toc290915267][bookmark: _Toc290989975][bookmark: _Toc297020169]What are their challenges specific to virtualization? 

· Virtual Server (ESX) Resource Contention:  Too many VMs per ESX server means backups won’t be met using traditional backup.  As customers try to consolidate more and increase the ratio of virtual to physical servers, traditional backup is a limiting factor to these objectives. 
VM Sprawl: It is a challenge for customers to know whether all of their VMs are being backed up, their status and what can be recovered. 
Speed and flexibility of recovery:  Customers need to recover to more than the original VM so they will need options on recovery, which many competitive solutions don’t support. Granular level recovery is also a challenge.  And finally like in a physical world, recovery needs to be fast. 
Managing physical to virtual transition:  Since most companies are ~40% virtualized – customers are looking for a single backup solution for the environment that manages backup and recovery for both physical and virtual.

How can EMC solve these challenges?

Traditional backup was built for physical infrastructure.  But even for physical infrastructure, it struggles from the pressures of data growth, increasing cost, risk and complexity. With EMC deduplication and disk-based solutions customers overcome the limitations of traditional backup to retain longer using less disk, replicate efficiently for fast, effective DR and recover reliably from disk.   

In a virtual environment, it gets even worse for traditional backup.  It doesn’t struggle – it breaks. This new environment requires backup and recovery solutions optimized for virtualization and with the scalability to grow – while also protecting their physical resources. 

EMC’s backup and recovery solutions form the foundation of a customer’s virtual infrastructure and help accelerate their server consolidation/virtualization journey. Integrated with VMware, these industry-leading deduplication and disk-optimized solutions help customers:

· Speed Backup – reduce VMware backup times by up to 90% versus traditional approaches
· Simplify Recovery  – single step VMware file, image or site level recovery and disk-based reliability
· Save Resources – reduce backup storage by 40-60X, network bandwidth by 99% for efficient DR and minimize tape costs and management effort.
[bookmark: _Toc290906917][bookmark: _Toc290909274][bookmark: _Toc290915213][bookmark: _Toc290915268][bookmark: _Toc290989976][bookmark: _Toc297020170]Elevator Pitch 

Although virtualization delivers numerous benefits to IT organizations, traditional backup simply can’t keep up.  In fact, in many surveys, backup of virtual environments is one of the bottlenecks to further server consolidation. To get beyond the 30% virtualization range, you’ll need to look at your backup infrastructure.  EMC next generation backup solutions provide a different backup and recovery paradigm and one that is perfect for protecting and scaling out with your virtualized environment. Tightly integrated with VMware, EMC backup and recovery solutions speed backups, simplify recovery and save resources.  With EMC solutions you can cut your backup windows by as much as 90%, recover files in a fraction of the time - without having to restore the entire image to get the file – and save 40-60x on backup storage, up to 99% on bandwidth and minimize management costs.  But it’s also for more than just for your virtualized environment. The same technology can be used for your entire environment, like your remote offices, laptops/desktops, enterprise applications and file servers to retain longer using less disk, replicate efficiently for fast, effective DR and recover reliably from disk.


3. [bookmark: _Toc297020171]Qualifying Questions 


	Questions to Ask
	Listen for This
	EMC Value Proposition

	GENERAL ENVIRONMENT QUESTIONS
· How many Virtual Machines do you have today?
· What kind of applications do they support? 
· What is your plan for growth over the next 12-24 months?  
· How are you protecting VMs today? 

	Customer should have started virtualization, even if in a test environment.  The key is the future plans – will they extend virtualization and to which applications? 
	Server virtualization can be a catalyst for interest in redesigning the backup environment. Since IT organizations often overhaul their server and storage infrastructures when deploying server virtualization, many think it may be a good time to refresh the backup process as well. 

A differentiation is that EMC backup and recovery solutions are optimized for VMware – speeding backups, simplifying recoveries and saving resources – but also provide differentiated support for physical servers.  The attributes that make EMC solutions good for virtualized environments are also good for your other environments – enterprise applications, remote offices, laptops, desktops, file servers.  Regardless of where you are with backup redesign for your different data protection needs, EMC, #1 in Backup and Recovery, has a solution.


	STRAIN ON PHYSICAL SERVER RESOURCES
· How many VMs are typically running at a given time? Does this vary at a peak time? 
· What is the impact on the performance when you run your backup application? 
· What is the ratio of virtual to physical servers today?  Are you planning further consolidation?  
· Is backup a limiting factor to server consolidation?  

	Listen for a less-than-optimal ratio of virtual to physical servers and/or a desire for greater server consolidation.  
Identify whether backup is a contributor to this challenge by being slow and not completing in defined backup windows – if yes, then the customer is a good candidate for backup redesign. 
	EMC’s backup and recovery solutions can deduplicate at the client – before any data is sent over the network, which reduces the amount of data to be processed, transmitted and stored.  EMC is a VMware technology partner – and VMware itself uses EMC technology to backup both its physical and virtual servers.   

EMC solutions dramatically reduce the strain on the physical servers hosting your virtualized environment – 50% reductions in memory and disk consumption and up to 80% reduction in CPU usage compared with traditional backup methods. 

EMC solutions can backup a large number of virtual machines – 1,000 VMs representing 50TB of data backed up in 43 minutes.  Comparing this performance with EMC competitors, EMC testing shows this is 3x faster than Symantec.  This will further help with server consolidation as predictions from IDC are that the ratio of virtual to physical servers will double within the next 3 years.  


	VIRTUAL MACHINE SPRAWL
· What is the rate at which VMs are created? 
· Do you have a full inventory of your current Virtual Machines? 
· Do you monitor your VMs to ensure they covered by backup application? 
· Do you have polices on the creation of new VMs, including who can create them and which physical server they reside? 
	
Uncertainty, high rates of changes indicate a dynamic environment where the backup application may not keep pace with new VMs.  

More virtual machines mean even more data to backup, more storage and bandwidth required



	EMC backup and recovery solutions provide auto-discovery of VMs through integration with the vCenter Server and are displayed right in the  user interface.  EMC solutions will find the new VMs to ensure they are backed up.     

And with EMC’s deduplication technology, you’ll control the data growth impact of VM sprawl reducing the storage required for backup for VMware systems by 40-60x and gain network efficient replication with up to 99% reduction in data transferred. 

And with EMC Avamar, you’ll also reduce the strain on physical resources from VM sprawl – gaining further benefits in backup speed.




	Questions to Ask
	Listen for This
	EMC Value Proposition

	GENERAL BACKUP QUESTIONS FOR VMs
· How are you backing up your VMs today? What is your backup application?
· Are you storing backup on tape or disk? 
· Have you introduced deduplication in your backup process for virtualization? 


	Identify whether tape is being used for VM backup.  
Identify whether deduplication is being used for backup of virtualized environments. 

	Traditional backup was built for physical infrastructure and can’t keep up with the requirements of a virtual environment. This new environment requires backup and recovery solutions optimized for virtualization and with the scalability to grow. 

EMC’s backup and recovery solutions are designed to form the foundation of your virtual infrastructure and help accelerate your server consolidation efforts. Integrated with VMware, EMC’s next gen backup solutions help speed backup, simplify recovery and save resources. 

By deduplicating at the client – before it is sent over the network – EMC solutions cut backup windows by 90% and reduce storage requirements by 40-60x compared with traditional backup methods without deduplication.  
 
A differentiation is that EMC backup and recovery solutions are not only optimized for VMware but also for physical servers.  The attributes that make EMC solutions good for virtualized environments are also good for your remote offices, laptops, desktops, file servers and enterprise applications.  Regardless of where you are in yourbackup redesign, EMC has a solution to meet your needs.  

	RECOVERY
· What is your current RTO (Recovery Time Objective) for files? Images?
· How long does it take to recover a file today?  What is the process today to recover a file? An image?
· Have you had a situation where you could not restore data?


	Get a sense of how long it takes to recover individual files and also to recover a lost or corrupt image (which encapsulates the operating system, applications and files).  
	EMC backup and recovery solutions for virtualized environments provide the granularity to restore individual files from within images without the need to mount the image.  A single step recovery reduces recovery times to minutes or hours down from days or longer.
For image level recovery, EMC offers the ability to restore to the original VM, to an existing VM or to a new VM – the latter being unique to EMC and is evidence of the close integration with VMware. EMC Avamar is also the only backup and recovery solution that leverages VMware’s Changed Block Tracking for both backup and restore, thus achieving the fastest backups and restores.        


	DISASTER RECOVERY
· Do you have a disaster recovery plan today for your virtualized environment? 
· Do you have the available bandwidth for DR of your virtualized environment?

	Listen for whether a plan is in place and whether bandwidth is a limiting factor for DR
	Deduplication makes replication effective with EMC backup and recovery solutions for virtualization, reducing data to be moved by as much as 99%.  

The same technology also makes this solution ideal for remote offices, laptops/desktops and distributed file servers – all of which can be replicated into a central DR site.  




4. [bookmark: _Toc290915215][bookmark: _Toc297020172]Supporting Evidence
 
	
	Supporting Data Points

	Virtualized environment challenges 
(VM sprawl, overtaxed physical servers) 
	The average number of virtual machines per physical host is expected to double from 6 today, to 12 by 2014 (IDC, Modernizing Backups to Accelerate the Journey to Virtualization, Dec 2010)

The majority of VMs are currently running in test and development environments; respondents reported that only 39% of their VMs today are in production, but they expect that 58% of their VMs will be production workloads in 24 months (ESG: Backup and Recovery for Enterprise Applications in VMWare Environments, March 2011).

ESG research also indicates that most organizations have virtualized less than 30% of the x86 servers they believe are candidates for virtualization. However, a significant shift is poised to take place over the next 24 months as 58% of respondents expect to have virtualized more than 40% of all their servers within the next two years (ESG, March 2011)

The following chart shows the most important server initiatives in a survey done by the Enterprise Strategy Group – the two 2 priorities are consolidation and backup improvements (ESG, Backup and Recovery of Largescale VMWare Environments, Oct 2010)

[image: ]


	Backup limitations
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More than one-third (38%) of respondents identified improving the backup and recovery of virtual machines as a key area of focus (ESG: Backup and Recovery for Enterprise Applications in VMWare Environments, March 2011).

40% of current server virtualization users indicated that, if given the opportunity to completely re-architect backup from scratch, they would select a different backup solution or vendor (ESG, March 2011).

25% of survey respondents stated that server virtualization had increased the amount of data they had to protect, and 22% indicated that server virtualization had increased the time required for backup (ESG, March 2011).

More than half of organizations (56%) currently employ separate backup applications for virtual and physical server environments.  Using separate protection solutions for virtual and physical systems may be less efficient, creating additional management overhead and further complicating recovery. Respondents may already be aware of the tradeoff: more than three-quarters (77%) of respondents said their preferred approach would be to use a single backup application for both virtual and physical environments.  A single-source data protection solution for addressing physical and virtual server heterogeneity delivers economies of scale as well as operational benefits (ESG, March 2011).

Backup issues in virtual environments often result in stalling the growth of virtualization within an organization, creating a barrier to growing past the initial 30% virtualized, towards the nirvana of 100% (FOCUS The ROI and TCO Benefits of Avamar in VMWare Environments, June 2011).






	ROI & Customer Examples 
	The net savings in case studies ranged from roughly $1.4 million to over $3 million. The ROI ranged from 86% to 450% (The ROI and TCO Benefits of Avamar in VMWare Environments, June 2011).  Examples from the case study include: 

· County Government: The TCO all-in costs over the three years resulted in a savings of just over $2 Million. The backup window improved dramatically – in some cases from three days to three hours, and allowed the entire environment to be backed up with full daily backups. Restores went from a minimum of five hours to less than an hour. Both backup and restore time reductions were roughly 85% improvements.

· Hospital example - Over the 5-year period, the Hospital Group achieved a TCO reduction of $787,021. In addition to the major reduction in tape hardware, this number also included a reduction in tape media, other hardware, and time and labor. Savings in tape media were just under $100,000 and represent an 82% improvement in tape media cost per TB. 

The backup window was a “huge change”, and they can now actually back everything up within 12 hours. As the Director of Technical Services put it, “Because it previously took a full week to back up everything, on any given day only some of the servers were backed up. Now we backup everything every day. We were playing Russian roulette and it was very scary. Now we sleep at night.”  Recovery time also changed dramatically, and was reduced from often taking 3 to 4 days down to 12 hours.

· Travel & Hospitality example - The reduction in 3-year TCO per TB for the previous tape only environment versus the Avamar implementation - showing a 3-year savings of $912,000, which represents a 450% ROI over 3 years. In addition, in terms of operational improvement, the backup window, including VMware backups, was reduced from 72 hours to 6 hours, and “the backup failure rate went from 5-10 per day, to 5 per week.” Recovery time was also reduced, from 25 hours to 1 hour. Based on these results, both backup and restore experienced over a 90% improvement. Furthermore, with Avamar deduplication and the reduced cost of online storage, the company was able to move to an online retention period of 7 years.

VMware – VMware had more than 300 physical and virtual servers – it was 95% virtualized.  Challenges included network bottlenecks and shrinking backup windows, full backup were only possible once a week and incrementals were done during the week as best as possible. 

Results include: 
· Full daily backups 
· Backup window for clients is in roughly one hour, compared with one full day or longer. 
· Server backup of 5TB and 40-50 million files takes 11 hours – down from a week. 
· Only 1% of bandwithd is used compared with the prevous backup approach 
· Recovery of files in seconds vs hours before. 
· 
(Source: IDC, VMWare Improves NetWork Utilization and Backup Performance Using EMC Avamar Deduplication, July 2009)

EMEA reference Generali “The IT team of Generali, financial and insurance providers, now spend 50% less time managing its virtual infrastructure, thanks to EMC.”
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	Specific Objections

	
Our current backup process is working fine.  
How many virtual machines did you say you have?  And what is your goal for consolidation?  All of the industry analyst data indicate that traditional backup and recovery methods can’t cope with the needs for virtualization.  And even if you are getting by today, wouldn’t you like to improve your process?  With EMC next generation backup, you can be proactive and ensure backup challenges don’t slow down your future virtualization projects and the benefits you can realize.  With deep integration with VMware, EMC’s deduplication and disk-optimized backup solutions provide the foundation for your virtualization journey, speeding VMware backups, simplifying recovery and saving resources. And while you build for your future virtual infrastructure, you’ll gain next generation benefits for your existing physical infrastructure, allowing you to retain backups longer using less disk, replicate efficiently by reducing bandwidth required and recovering reliably from disk.



	
Our virtualization project is already over budget – we can’t afford a backup redesign as well. 
According to IDC, many customers point out that the savings gained from replacing tape and its infrastructure of libraries, media, and storage is enough to fund their expansion of VMWare and perform a backup redesign.  It is one of the few projects that can generate funding and improve service levels at the same time.  Savings are both on the operational side and on the capital side (IDC, Modernizing Backups to Accelerate the Journey to Virtualization, Dec 2010).  EMC and our authorized partners can prepare a custom ROI analysis for you to determine how a backup redesign can help fund itself by taking savings out of the business from your traditional backup infrastructure (e.g. tape, tape handling, etc).

Funding aside, are you looking to virtualize your mission critical applications?  If so, then you will need a backup and DR approach that can support your business needs.  Will it be acceptable that it takes day to recover a file from one of your VM images?  That is assuming that your backup application is protecting all of your virtual machines – can you be sure? 

	
We would prefer to go with a best-of-breed VMWare backup vendor. 
Many of your peers have done just that – used a point solution for backup of their virtualized environment. But surely you have other data protection needs outside your virtualized environment?  In a survey done by the Enterprise Strategy Group, more than half of organizations (56%) currently employ separate backup applications for virtual and physical server environments.  Using separate protection solutions for virtual and physical systems may be less efficient, creating additional management overhead and further complicating recovery. Respondents may already be aware of the tradeoff: more than three-quarters (77%) of respondents said their preferred approach would be to use a single backup application for both virtual and physical environments.  A single-source data protection solution for addressing physical and virtual server heterogeneity delivers economies of scale as well as operational benefits (ESG: Backup and Recovery for Enterprise Applications in VMWare Environments, March 2011).

Furthermore, VMWare itself is using EMC technology to back up its virtualized environment (see case study reference below). 

The same technology EMC uses for virtualized environment makes it well suited for your other distributed environments, including your remote offices, laptops/desktops and distributed file servers.  Why create more silos in your backup infrastructure?  Furthermore, Avamar and Data Domain systems deduplicate data across your entire enterprise – virtual and physical, thus providing the most efficient data reduction possible.  Also, when you look at these other solutions, also consider your DR needs.  If you are like many customers, you are already constrained on bandwidth – what will replication of your virtualized environment do to your network?  EMC’s solution can reduce data replicated by as much as 99%, making it cost effective for DR.  




	
We don’t want to replace our traditional backup software or change backup processes for our physical servers.  
EMC backup solutions for virtualization can sit alongside your backup application that you might have in place for your physical servers.  There are many customer examples where customers have opted to retain their current backup strategy for their physical environment and introduce EMC’s backup for virtualization capabilities for backup of the virtualized environment.  

However, if you are happy with your current backup software, EMC also provides Data Domain deduplication storage system that can consolidate your backup workloads across your environment – virtual to physical

If the backup software is NetWorker, EMC backup and recovery solutions are fully integrated.  Specifically, NetWorker, Avamar and Data Domain are all integrated and can provide you a centralized management console within NetWorker.  This allows you to continue to use NetWorker for your current backup processes and introduce Avamar for backup of virtual servers, while using the NetWorker interface for a common management across the environment.  
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For further information for information, visit:
EMC website > solutions > backup recovery and archiving > backup and recovery solutions 
http://www.emc.com/solutions/business-need/backup-recovery-archiving/backup-recovery.htm 

Product Information:
Data Sheet: EMC Avamar
Data Sheet: EMC Avamar and VMWare 
Data Sheet: VMWare Backup with EMC NetWorker
Data Sheet: Data Domain Product Overview
Solution Tracks: Animated Whiteboards 

Analyst / White Papers:
ESG: Backup and Recovery of Large Scale VMWare Environments, October 2010 
ROI and TCO of EMC Avamar in VMWare Environments, June 2011  
(Video) ESG: Data Protection for VMWare Environments
IDC: Modernizing Backups to Accelerate Virtualization Journey (consideration)

Customer Testimonials:
VMWare IT 
Honda France Manufacturing 
Customer Video: Loomis Armored
Generali
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Figure 2. Top Server Virtualization Priorities for 2010

Which of the following would you consider to be your organization’s top server
virtualization initiatives for 20102 (Percent of respondents, N=345, five responses
accepted)

Consolidate more physical servers onto virtualization
platforms

Improve backup and recovery of virtual machines
Expand number of applications running on virtual machines
Make use of virtual machine replication for disaster recovery

Increase security of virtual server environment

Improve operational processes for managing virtual

environments
Move more applications from test/development to
production environment

Deploy a storage virtualization solution to support virtual
server environment

Implement virtual machine mobility / HA (high availability)

functionality

Integrate virtual environments into existing management
software frameworks

Purchase third-party management software for virtual

environments

Evaluate alternative hypervisor solutions/vendors
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Figure 5. Top Areas of Data Protection Investment for 2010

In which areas of data prote
most significant investments in 20102
(Percent of respondents,

Improving disaster recovery capabilities

Backup of virtual server environments

Improving application backup

Desktop/laptop backup and recovery

Meeting compliance requirements

Implementing data archiving

Implementing data deduplication

Re-architecting backup environment/processes
Remote/branch office (ROBO) backup and recovery
Transitioning from tape to disk-based storage
Implementing backup reporting

Using a third-party, online backup service

We will not invest in data protection at all in 2010

n do you believe your organization is likely to make the

=510, multiple responses accepted)
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‘Source: Enterprise Strategy Group, 2010.
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